1. **POSITION TITLE**

INFORMATION SECURITY RISK MANAGEMENT ANALYST *

2. **KEY ACCOUNTABILITIES**

1. Evaluates the materiality of Group’s systems and processes considering the information processed, to take informed decisions when assessing security risks and prioritize the resources for implementing the action plans.

2. Performs specialized security risk assessments, focused on high risk areas or activities and defines action plans to mitigate the identified risks.

3. Performs third-party security risk assessments and defines action plans to mitigate the risks identified.

4. Performs security risk assessments on payment services and ensures compliance with international best practices and industry standards.

5. Conducts security controls maturity assessments, analyzes the results, reflects the maturity score and defines action plans to mitigate key security risks, to ensure the Group’s compliance with the Information Security Framework.


7. Monitors the progress of implementation of the actions specified in the risk mitigation action plans, supports their resolution to eliminate weaknesses on the Group’s systems and evaluates their successful completion.

3. **ACADEMIC / PROFESSIONAL QUALIFICATIONS / EXPERIENCE / SKILLS**

**Academic / Professional Qualifications**
- Bachelor of Science degree in Information Security or
- Master of Science degree in Information Security or
- Bachelor of Science degree or Master of Science degree in other related field as well as professional certifications CISSP, CISM, CRISC, CISA, or related

**Experience / Skills**
- Information Security Management experience will be considered as an advantage.
- Familiarization with relevant laws and regulations (e.g. GDPR, PSD2, ECB directives, PCI, SWIFT) will be considered as an advantage.
- Very good communication skills (verbal and writing) in both Greek and English.
- Very good presentation skills in technical and business terms.
- Very good rational analysis and problem-solving skills.
- Ability to work under pressure.
- Efficiency in time management, prioritization of tasks and working within the predetermined deadlines.
- Very good research skills to map international best practices.

*Note:
- Employment will be on a fixed term basis (30-month duration).
**HOW TO APPLY**

All applications will be received through the “e-Recruitment” system which is available on the Bank’s website [www.bankofcyprus.com](http://www.bankofcyprus.com) (Careers), by following the steps below:

- **Registration**

- **Profile submission:**
  - Electronic submission of personal /academic/ professional and other data
  - “Release” of the profile

- **Application for specific vacancies, through “Employment Opportunities” section:**
  - Job Search
  - Start
  - Select Job
  - Apply
  - Send Application (top, right hand side)
  - Send Application

**Additional Notes**

- Candidates who are interested in the specific position and have expressed their interest in employment in Bank of Cyprus in the past through the e-Recruitment system, are required to submit a new application (provided that they meet the criteria set).
- Only shortlisted candidates will be contacted.
- All applications will be treated with strict confidence.